
National Aeronautics and 
Space Administration 

Headquarters 
Washington, DC 20546-0001 

DEC 1 9 2008 

Reply to Attn of" 
Office of the Chief Information Officer 

TO: Distribution 

FROM: Senior Agency Infonnation Security Officer 

SUBJECT: Agency Organization-Defined Infonnation Teclmology Security Controls 

In accordance with Federal Infonnation Processing Standard (FIPS) 200, Minimum 
Security Requirements for Federal Information and Information Systems, and NIST SP 
800-53 (Revision 2), Recommended Security Controls for Federal Information Systems, 
agencies have the flexibility to tailor the security control baselines for those security controls 
where organization-defined parameters are indicated. The attachment to this memorandum 
documents the current NASA organization-defined values for those NIST SP 800-53 
(Revision 2) IT security controls for NASA High, Moderate, and Low systems. 

Effective immediately, these controls must be implemented with the defined values in all 
new, revised or otherwise modified NASA IT system security plans at all levels ofFIPS­
199, Standards for Security Categorization ofFederal Information and Information 
Systems, security categorizations. These control values are valid until superseded or 
rescinded by a memorandum from this office or by an official NASA policy. 

I you have questions regarding this memorandum, please direct them to Teresa Fryer at 
2-358-2171 or teresa.fryer-1@nasa.gov. 
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NASA Organization Defined Values for NIST Security Controls 
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